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Parameters define a Tax Invoice5   

 Invoice Number 

 Invoice Date 

 V.A.T number of the issuer 

 V.A.T number of the recipient 

 The total sum 

No need for products/services details 
These remain the business private data 



The ‘Tax Stamp’ can be attached to the invoice, or 
kept in the business bookkeeping files 



The Tax Invoice 

A tax invoice serves the recipient business for two 
(2) purposes: 

• Write-off the expense, decreasing the business 
profits (hence, decreasing the tax due) 

• Reimburse the V.A.T paid to the service/goods 
provider – as included in the tax invoice 

A false (fictive) tax invoice lets the holder (recipient) evade 
tax payment (expense write-off) and reimburse the stated 
V.A.T amount 
Both lead to extra profit for the business – by robbing the 
state tax authorities (the public) 



party plot-A two 

• The creation process of a fictive tax invoice 
involves two parties: 

• The issuer 
 Disappears after the fictive invoice is issued 

 Does not pay the taxes included in the issued invoice 

 May use a non-existing business details, or: 

 May use a third party business, who is unaware of exploiting their 
business details 

• The recipient 
 Faces the state tax authorities, claiming of being unaware of the 

fictive process 



A Game Changer 

Presently, the recipient’s justification is: 
“I had no means to know that the tax invoice was 
fictive” 
 
 
 
Prior to payment, recipient can apply immediately 
for a tax stamp 
Getting the tax stamp – clears the recipient of any 
suspicion  



The solution 

• To write-off the expense and reimburse the V.A.T, 
    a business is required to posses a valid ‘TAX STAMP’ 
• A ‘TAX STAMP’ can be issued only by the state tax 

authorities 
• The recipient of the tax invoice must apply to the 

authorities, via an Internet service, and get the ‘TAX 
STAMP’  

• A wide time window is available for the process, prior 
to submission of the periodic V.A.T tax report: 
 In average – One month 
 Minimum – Two weeks 

 
 



The Tax Stamp 

• A WEB service in which an Encrypted stamp, 
using Counter-Fight - a patented military grade 
encryption – is provided to the users 

• The encrypted data contains the 5 tax invoice 
parameters + a transaction serial number 

• No database resides on the WEB – Hackers hell 

• The Tax Authorities server holds only the 
encryption/decryption engines (in separate, 
protected sites) 

• While authenticated, the Tax Invoice provides all 
data needed for the process 



The Process 

• Either the issuer, or the recipient, can use the WEB service 
to get a ‘Tax Stamp’ 

• The State Tax System computer will add a serial number to 
the received data and encrypt the six details (5 identifying 
the tax invoice + 1 serial no. assigned by the authorities) 

• The State Tax System computer will send the ‘Tax Stamp’ 
(barcode and text) to both issuer and recipient 

• Should a third party details be involved (un-noticed) - that 
third party will become aware of their business details 
abuse by the message received from the Tax Authorities 



Trade Details Safety 

• All details, required by the offered system, 
are anyhow known to the Tax Authorities – 
for taxation purposes 

• The system does not require any other 
invoice details (no need to include the 
goods, or services, of the billing process) so 
the safety of the users’ data is maintained 



Gradual Implementation 

• Fictive tax invoices involve substantial 
amounts (a parking lot invoice is not a threat) 

• A ‘Tax Stamp’ should apply only to invoices in 
excess of a certain amount 

• With time, this threshold may be lowered 

• On “day one” the stamp application will be 
manual 

• After an “adaptation time” the process will be 
automated, computer-to-computer link 



The Israeli Press 
30 suspects 
50 Millions 

24 suspects 
3.5 Billions 


